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	Reason for change:
	
Background: CR 1789 introduced for PRINS:

Part of Clause 5.9.3.2

Error messages may be originated from either PLMN SEPPs to adjacent Roaming Hubs or Roaming Hubs to adjacent PLMN SEPPs, in an identifiable way. 
Editor's Note: Whether the error messages are on N32 layer or on SBA signalling layer or both is ffs.
If allowed by the PLMN policy, the SEPP shall be able to send error messages on the N32 interface to a roaming hub via the N32-f.
Specific error messages relevant to Roaming Hubs shall be supported (such as 'an IE is encrypted while it was expected to be available in the clear', 'an IE is not encrypted while its availability in the clear is not required', 'the N32 connection cannot be setup due to contractual reasons', 'the N32 connection cannot be setup due to a connectivity issue' and 'the message was not delivered due to contractual reasons').
Details of Clause 13.2.4.5.2a	Modifications by Roaming Hub

In case a roaming hub needs to originate an error message, then clause 13.2.4.5.2 shall also apply with the following addition: If an error message needs to be sent, the originating roaming hub shall insert an empty reformattedData IE as defined in TS 29.573 [73], Table 6.2.5.2.2-1 for the Request, and Table 6.2.5.2.3-1 for the response, and the patches shall be based on an empty reformattedData JSON element.
Editor's Note: Whether it is an empty reformattedData JSON element or an empty DataToIntegrityProtectBlock that is inserted by the Roaming Hub and that the Roaming Hub bases its patches on is ffs.
Reason for correction:

Before addressing the ed.notes above, the handling by SEPP needs to be clarified. It is unclear how the SEPP behaves if it receives an error message not generated from the other SEPP. Further, there are error messages that need to be handled by the SEPP and some that need to be also provided to the NF.


	
	

	Summary of change:
	Clarifying the handling of error messages initiated by the Roaming Hub.
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	Unclear behavior of SEPP in case of receiving an empty reformatted Data IE.
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*********** START OF CHANGES

13.2.4.7a	Handling of Roaming Intermediary's initiated errors by the SEPP
Error messages shall be integrity protected and signed by the Roaming Intermediary.
A SEPP receiving an error message originated by a Roaming Intermediary (see clause 13.2.4.5.2a) shall be able to determine if the error information received relates to itself or is for further processing by the NF. If the SEPP determines that an error message or parts of the error message need to be provided to a NF, it takes appropriate actions for further processing. Error information addressed to the SEPP and irrelevant to the NF may be removed.
If the SEPP determines that another Roaming Intermediary needs to be addressed, it sends the request message to an alternative Roaming Intermediary. 
If the SEPP determines from the error code that the Roaming Intermediary requires a modified request message, it can modify if allowed by the MNO's policy, and can resend the modified request message.
NOTE: Error messages from one Roaming Intermediary not adjacent to a SEPP to the Roaming Intermediary adjacent to the SEPP may also affect this SEPP.
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